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Tails 3.14 is here two months after the release of Tails 3.13 mainly to address the recently discovered MDS 
(Microarchitectural Data Sampling) security vulnerabilities in Intel microprocessors. To fully mitigate these flaws and 
protect you against Fallout, RIDL, and ZombieLoad attacks, the SMT function must be disabled.

Furthermore, Tails 3.14 ships with long-term supported Linux 4.19.37 kernel and the all the latest firmware packages to 
provide you with up-to-date hardware support and compatibility with newer graphics and Wi-Fi devices, as well as 
other components, and utilizes the recently released TOR Browser 8.5 anonymous web browser.
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